In an economic and financial landscape that has changed significantly, due to the digital transformation that the COVID-19 pandemic triggered. In this environment, the financial sector and regulators face complex challenges in ensuring a high level of cyber resilience in the face of cyber-attacks. Thus, this workshop will discuss key issues that support regulators with the analysis of the financial sector to improve its cyber resilience within the new paradigm.

Digital (via Zoom) – Simultaneous Interpretation, English - Spanish.

The Center for Latin American Monetary Studies (CEMLA) and the International Monetary Fund (IMF).

Central banks and financial supervisory authorities from Latin American and Caribbean.

**09:00 – 09:15 Welcome and Introduction**
- Gerardo Hernández del Valle, Acting Director DIMF, CEMLA
- Caio Fonseca Ferreira, Deputy Chief of the Financial Supervision and Regulation Division of the Monetary and Capital Markets Department, IMF

**09:15 – 10:00 Session 1**
Workshop introduction: Overview of the cyber threat landscape and global developments
- Tamas Gaidosch, IMF

**10:00 – 11:00 Session 2**
Effective cyber regulation and supervision – key components and major challenges
- Alejandro de los Santos, Bank of Mexico
- Fernando Romero, Central Bank of the Argentine Republic

**11:00 – 11:10 Break**

**11:10 – 12:10 Session 3**
How to establish a cybersecurity strategy for the financial sector?
- Rangachary Ravikumar, IMF

**12:10 - 12:55 Session 4**
Select Cyber Resilience Enablers: Tests, exercises, information sharing
- Emran Islam, IMF

**12:55 - 13:05 Closing Remarks**
- Emran Islam, Senior Financial Sector Expert in the Financial Regulation and Supervision Division, IMF
- Gerardo Hernández del Valle, Acting Director DIMF, CEMLA